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Strategy Committee, responsible for recommending policies, procedures and guidelines 

for University-wide corporate activities. 

9. Data Custodian - the individual unit or staff identified by the data owner to be 

responsible for the collection, creation, modification and deletion of the specified 

corporate data element(s). Management Systems is the owner for corporate data 

elements where an owner does not exist or has not been defined.  

10. With respect to personal and other data, employees, students and other affiliates have a 

duty to inform UCL of changes in their personal details, consistent with the 

requirements of Finance, HR, Registry and other policies. 

11. Unrestricted Access Data – read access to data in this category is available to paid UCL 

staff on receipt of an appropriate system account. Further approvals may be required for 

disclosure to third parties and for different levels of write access.  
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Management Systems. Management Systems is responsible for data integrity at the 

system application level. 

32. Where the same or similar data are held on more than one system, for example 

Department names in HR and Portico, a Primary Data Custodian and Owner should be 

declared to be responsible for describing the acceptable values and domains. Secondary 

Data Custodians are then responsible for maintaining such data according to the 

definitions set out by the primary custodian.  

33. If necessary, the respective ownership of primary and secondary information will be 

settled by the governing committee. 

Data Continuity in context of Business Continuity 

34. Policies and plans relating to Business Continuity and the restoration of corporate data 
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and/or detect access to data or applications, thereby protecting these resources against 

unauthorised modification, loss, and disclosure. Failure to appropriately consider these 

controls may result in a user's access being removed. 

Data Lifecycle 

40. Some sets of data will need to be maintained for a set number of years to comply with 

Tax Law, UCL Financial Regulations or UCL Records Policy, and it is the responsibility of 

the Data Owner for clearly setting out the policy of longevity for data sets.  

41. Data in ‘lookup tables’, for example postcodes, course codes, VAT rates, will change 

periodically, depending on the data provider. Data custodians need to ensure that this 

static information is kept up to date, and it will affect the quality of data in other 

systems. 

42. Revisions to the data schema at Appendix A should in the first instance be sent to the 

Director of Management Systems. Changes to the sensitivity level should be agreed by 

the Data Owner. 
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